1. What is the most valuable data in your organization?

2. What are your most vulnerable areas to cyber attack? (Social Engineering, Ransomware, Phishing, Mobile Device Takeover, CEO-Fraud, Passwords, Other, etc.).

3. If you were in charge of defining next steps, what would be your first few initiatives? Please explain your reason why for each one.

4. What would your biggest challenges be in implementing the above three steps? Please brainstorm a solution for each challenge.

5. What will be your most immediate next step when you return to the office? Commit and follow up with someone else at the table.

6. Do you feel that women are overlooked as a resource for exploring and solving cyber security issues?